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Completed evidence checklists must be submitted with candidate work for each unit. No substitute is permitted.

Centre assessors must assess the candidate’s work prior to submission.

Only units that have been achieved should be submitted for moderation.

Please note that where candidates are required to demonstrate amendments/replacements/moves/deletions, before and after evidence will need to be submitted.

All pages must be numbered and the page number referenced on this form.  The examples given are indicative of the learning context at each level and are not intended to form a prescriptive list for the purpose of assessment. However, Evidence requirements (in bold italics), must be followed.




	Criteria
	Evidence Requirements 
	Details/Page Number/Location of Evidence

	A1	Connect to the internet.
A1.2	Access the Internet or intranet
	A1.2  Access the Internet or intranet successfully.
Examples:  Connection methods: LAN, VPN; mobile phone; modem, router, wireless, dial-up, broadband. Obtaining access: ISP, user name, password, hardware and software requirements.
	     

	A1.1	Identify different types of connection methods that can be used
	A1.1  Identify at least two different types of Internet connection methods.
Examples:  Connection methods: LAN, VPN; mobile phone; modem, router, wireless, dial-up, broadband. Obtaining access: ISP, user name, password, hardware and software requirements.
	     





	Criteria
	Evidence Requirements 
	Details/Page Number/Location of Evidence

	A2	Use browser software to navigate web pages.
A2.1	Use browser tools to navigate webpages
A2.2	Identify when to change settings to aid navigation
A2.3	Adjust browser settings to meet needs
	A2.1, 2.2 & 2.3  Navigate through a minimum of three different webpages, altering the browser settings at least twice, to aid navigation.
Examples:  Browser tools: enter, back, forward, refresh, stop, history, bookmarks, new window, new tab.  Toolbar, search bar, address bar; home, go to, follow link, URL.
Browser settings: homepage, autofill, security, pop-ups, appearance, privacy; search engine; toolbars, zoom.
	     

	A2.4	Use help facilities available
	A2.4  Use help facilities for a specific need.
	     






	Criteria
	Evidence Requirements 
	Details/Page Number/Location of Evidence

	A3	Use browser tools to search for information from the internet.
A3.1	Select and use appropriate search techniques to locate specific information
	A3.1  Carry out a minimum of two different searches using a minimum of two different search techniques.
Examples:  Search techniques: search key words, quotation marks, search within results, relational operators, ‘find’ or search tool, turn questions into key words for an online query.
	     

	A3.2	Outline how the information meets requirements
	A3.2  Identify the most appropriate site and state why.
Examples:  Information requirements: recognise intention and authority of provider, currency of the information, relevance, accuracy, bias, level of detail.
	     

	A3.3	Use references to make it easier to find information another time
	A3.3  Use at least two  references to make it easier to find information another time.
Examples:  References: history, favourites, bookmarks; links; log useful sites.
	     

	A3.4	Download and save different types of information from the Internet.
	A3.4  Download and save two different types of information from the Internet.
Examples:  Download information: webpage, website; images, text, numbers, sound, games, video, TV, music.
	     



	Criteria
	Evidence Requirements 
	Details/Page Number/Location of Evidence

	A4	Use browser software to communicate information online.
A4.1	Select and use tools and techniques to communicate information online
	A4.1   At least one example of communicating information online using browser software
Examples:  Communicate information: saved information (pod-casts, text, images), real time information (blogs, instant messaging). Using skype, email, use forums or message boards


	     

	A4.2	Use browser tools to share information sources with others
	A4.2   At least one example of sharing information sources using browser tools 
Examples:  Share information sources: send link, send webpage; photographs; calendar, allow access to cloud drives etc.

	     

	A4.3	Submit information online using forms or interactive sites.
A4.4	Identify opportunities to post or publish material to websites
	A4.3 & 4.4   Identify where and when to post a comment on an internet forum and fill in and submit a web form and provide an example of each 
Examples:  Submit information: Fill-in and submit web forms; ratings, reviews, recommendations; wikis; discussion forums; interactive sites; netiquette.
	     





	Criteria
	Evidence Requirements 
	Details/Page Number/Location of Evidence

	A5	Follow and understand the need for safety and security practices when working online.
A5.1	Identify the threats to user safety when working online
	A5.1  Briefly outline the threats to user safety when working online.
Examples:  Threats to user safety: abusive behaviour (“cyber bullying”), inappropriate behaviour and grooming; abuse of young people; false identities; financial deception, identity theft.
	     

	A5.2	Outline how to minimise internet security risks
	A5.2  Briefly outline how to minimise internet security risks.
Examples:  Minimise risks: virus-checking software, anti-spam software, firewall, treat messages, files, software and attachments from unknown sources with caution.
	     

	A5.3	Work responsibly and take appropriate safety and security precautions when working online
A5.4	keep personal information secure
	A5.3 & 5.4  Demonstrate working responsibly and take appropriate safety and security precautions when working online whilst keeping personal information secure.
Examples:  Safety precautions: firewall settings, Internet security settings; carry out security checks, report inappropriate behaviour; report security threats or breaches; netiquette, content filtering, avoid inappropriate disclosure of information.
Information security: Username and password/PIN selection and management, password strength, online identity/profile; Real name, pseudonym, avatar; What personal information to include, who can see the information; withhold personal information.
	     

	A5.5	Follow relevant laws, guidelines and procedures for the use of the Internet
	A5.5  Follow relevant laws, guidelines and procedures for the use of the Internet.
Examples:  Guidelines and procedures: Set by employer or organisation relating to health and safety, security; Laws: relating to copyright, software download and licensing.
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