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Cambridge Technicals on-screen tests

Checklist for installing SecureClient

We use SecureClient to deliver the Cambridge Technicals on-screen tests which must be installed on all test computers.
This checklist is for IT staff members who are involved in the set up of on-screen tests. For detailed guidance, see our website.

Check test computers meet system requirements1
Test computers must be running the 
Windows 10 or 11 operating system.

Install and update SecureClient2
The default installation location for SecureClient is: 
C:\Users\Public\Surpass\SecureClient\

Check candidates’ permissions3
Candidates log in to the test computers – they must 
have permission to allow full read/write access to the 
SecureClient folder.

Schedule an HTML Installation Test in Surpass4
Start SecureClient on a test computer, enter the 
keycode and click ok. Repeat as required.

Check firewall and proxy server5
Configure firewall and proxy server to allow SecureClient 
to access the following sites on ports 80 and 443:

ocr.surpass.com 
(including ocr.surpass.com/DeliveryService and 
ocr.surpass.com/DeliveryUI on port 443 only)
cms.surpass.com
cmspublic.surpass.com
demo.surpass.com
cdnukshared.surpass.com (on port 443 only)
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